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1. AMAC

Bu planinin amaci, acil ve beklenmedik durumlarin; Sirket’in olagan ¢alismasini olumsuz yonde
etkileyecek sonuglar yaratmasini engellemek, acil ve beklenmedik durum sirasinda ve ertesinde
olagan hizmetlerinin sunumuna ve Sirket’in miisterilerine, araci kurumlara, piyasa katilimcilarina
ve liclincii taraflara karsi olan ytlikiimliiliiklerini yerine getirmeye devam edebilmesini saglamaktir.
Acil ve beklenmedik bir durum halinde Sirket ¢alisanlarinin, olusturulan plan dahilinde hareket
etmesi saglanir.

2. KAPSAM

Bu prosediir; [[I-55.1 no’lu “Portféy Yonetim Sirketleri ve Bu Sirketlerin Faaliyetlerine Iliskin

.....

olusturulmustur.

Plan, yillik olarak gbzden gegirilecek ve s6z konusu prosediirlerde giincelleme ihtiyaglarinin
olusmasi halinde gerekli degisiklik ve revizyonlar Bilgi Sistemleri ve Bilgi Giivenligi Boliimleri
koordinasyonunda, ilgili Bolim/Birimler tarafindan saglanacaktir. Boliim/Birimler, sorumluluk
alanlariyla ilgili gilincellemelerin zamaninda yapilarak Bilgi Sistemleri ve Bilgi Giivenligi
Sorumlusuna gonderilmesinden; Sirkette belirlenmis, olan sorumluluk alanlartyla ilgili acil
durumlan etkileyebilecek veya yeni acil durumlarin ortaya ¢ikmasina neden olabilecek
degisiklikler halinde, yillik gdzden gegirilme dénemi beklenmeden etkinin biiyiikliigline gore bu
planin tamamen veya kismen yenilenmesi i¢in gerekli ¢aligmalar1 yaparak Bilgi Sistemleri
Asistanina iletilmesinden sorumludur. Yapilan degisiklik ve gilincellemeler Acil ve Beklenmedik
Durum sorumlusunun degerlendirmelerine sunulacaktir. Plan ve buna iliskin prosediirlerde giiniin
sartlar1 geregi yapilacak tiim degisiklikler Yonetim Kurulu tarafindan onaylanarak yiiriirliige
girecektir.

3. TANIMLAR VE STANDARTLAR
Bu prosediirde;
Trive Portfoy Yonetimi A.S. “Sirket”,

Geri Kurtarma Siiresi Hedefi: Sistem kesintisi olmas1 durumunda acil durum sisteminin yeniden
kullanilabilir hale getirilmesi i¢in belirlenmis olan siire,

Geri Kurtarma Noktas1 Hedefi: Sistem kesintisi olmas1 durumunda; ¢alistirilacak sistemlerinin
kullanacaklar1 kurtarilmis verinin ne kadar dnceye ait olacagi ve igerigine yonelik bilgi,



Is Etki Analizi: Herhangi bir faaliyet kesintisinin is siiregleri {izerinde olusturabilecegi etkilerin
analiz siireci,

Is Siirekliligi Plan: Is siirekliligi yonetiminin bir par¢asi olan ve bir kesinti durumunda Sirket’in
oncelikleriyle uyumlu olarak faaliyetleri siirdiiriilmesine ve mevzuata uyum saglanmasina yonelik
politika, standart ve prosediirlerden olusan yazili plan,

Bilgi Sistemleri Siirekliligi: Faaliyetlerin siirdiiriilmesini saglayan bilgi sistemleri servislerinde
bir kesinti durumunda siirekliliginin saglanmasina yonelik hazirlanan ve is siirekliligi planinin bir
parcast olan ek dokiiman,

Acil ve Beklenmedik Durum Plani: Faaliyetlerde ani ve planlanmamis bir kesinti veya kriz
halinde risklerin ve sorunlarin yonetilebilmesi i¢in yiikiimliiliklerin yerine getirilme kosullarini,
yontemlerini, prosediirlerini ortaya koyan is stirekliliginin bir pargasi olan plan

olarak tanimlamaktadir.

4. KIYMETLi EVRAKLARIN SAKLANMASI VE YASAL DUZENLEMELER

Sirket, mali tablolar ve mevcut mevzuat uyarinca tutmakla ylikiimlii oldugu her tiirli kayit ile
kiymetli evrag: basili olarak ve/veya elektronik ortamda TTK’nin 82. maddesi uyarinca Sirket
Merkezinde saklar.

o Miisterilere ait sozlesmeler ve evraklar ile hizmet alinan firmalara iliskin s6zlesmelerin
orijinalleri glivenli dolaplar i¢inde basili olarak ve/veya elektronik ortamda saklanir.
Miisteri portfoy yoOnetim sozlesmelerinin kopyalart miisteri varliklarinin saklandigi
Saklama Kurulusu’na gonderilir.

o Yonetim Kurulu Karar Defteri, Komite Tutanaklar1 gibi 6nemli evraklar, giivenli dolaplar
icinde saklanir ve elektronik ortamda arsivlenir.

TTK’nin 82/7 no.lu maddesi uyarinca, saklamakla yiikiimlii olunan defterler ve belgeler;
yangin, su baskini veya deprem gibi bir afet sebebiyle ve kanuni saklama siiresi i¢inde zayiata
ugrarsa durumun 6grenildigi tarihten itibaren 15 giin i¢inde yetkili Ticaret Mahkemesi’nde
acilacak bir dava ile s6z konusu defterlere iliskin “Zayiat Belgesi” alinmasi gerekir. ilgili Ticaret
Mahkemesi’nin bulundugu bina da hasar gérmiis ise, afet bolgesine en yakin adli makama
gerekli bagvuru gergeklestirilir.

5. ACIL VE BEKLENMEDIK DURUMUN TANIMI

Sirketin olagan ¢alismasini kesintiye ugratacak ve/veya hizmet sunmasini engelleyecek acil ve
beklenmedik durumlar -bunlarla siirli kalmamak tizere- asagida tanimlanmastir:

o Dogal Afetler (Deprem, Yangin, Firtina vb.) ve toplumsal olaylar:
Faaliyetlerin siirdiiriildiigii binada meydana gelen beklenmedik durumlar (yangin, patlama,
su baskini, sistem odasi1 klima arizas1 vb.), Terorist Saldirilar, Savas, vb.,
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o Bina/ Ofis / Bilgi islem odasi altyap: kesintileri:
Sirketin ¢aligmasi i¢in birinci ve ikinci derecede gerekli olan altyapi eksiklikleri, uzun
stireli elektrik ve telefon kesintileri, su ve yakit kaynaklarindaki olumsuzluklar,

o Bilgi Islem Sistemi Aksakhklar::

Sirket’in Bilgi Islem Sisteminin ¢alisamaz hale gelmesi, Sirket faaliyetlerde kullanilan her
tiirlii donanimda veya yazilimda meydana gelen problemler, internet hatti problemleri,
viriis, hacker ve diger dis saldirilarin neden oldugu kesintiler neticesinde sirketin bilgi islem
sisteminin bazi fonksiyonlarinin veya tamaminin ¢alisgamaz hale gelmesi,

o Insan Kaynag Eksikligi nedeni ile olusabilecek aksakhklar:
Hastalik, is birakma, trafik kazasi, pandemi gibi nedenlerle personelin biiylik boliimiiniin
ise gelememesi,

Para veya sermaye piyasalarinda meydana gelen olaganiistii haller nedeniyle islem yapilamamasi,
tahsilat ve 0deme sistemlerinin ¢alismamasi, gibi hallerde Trive Portfoy YoOnetimi A.S. tarafindan
uygulamaya konulacak Acil Durum Plani uyarinca;

Mal ve bilgi kaybinin asgariye indirilmesi,

Portfdy Yonetimi hizmetlerinde devamliligin saglanmasi,

Yasal ve {iciincii kisilere kars1 olan sorumluluklar1 zamaninda yerine getirilmesi,

Is akislarinda kesintiye sebebiyet vermeyerek, can ve mal giivenligini korunmasi,
Sirket’in finansal durumuna meydana gelebilecek negatif etkileri miimkiin oldugunca
onlenmesi hedeflenmektedir.

0O O O O O

Is Siirekliligi, is operasyonlar1 ve siireglerinin devamina iliskin risklerin degerlendirilmesi ve
olasi risklere kars1 gerekli tedbirlerin alinmasini igerir. Is siirecleri kapsaminda, techizat
(binalari, donanim, telefon ve diger iletisim araglari), fiziksel veriler (dosyalar, bilgisayar
dosyalar1 vb.) ve merkezi olan ya da olmayan otomatik sistemler dikkate alinmaktadir.

Devamlilik plani, herhangi bir felaket durumunda veya olusabilecek hizmet kesintileri
halinde, Trive Portféy Yonetimi A.S. kritik siireglerinde kabul edilebilir seviyede is
stirekliligini saglamay1 amaglamaktadir.

6. ACIL VE BEKLENMEDIK DURUM ONCESIi ALINACAK ONLEMLER

Acil ve beklenmedik durumun yonetimi amaciyla yapilmasi planlanan islemler asagida yer
almaktadir:

6.1. ACiL VE BEKLENMEDiIK DURUM SORUMLULARI



Yonetim Kurulu “Acil ve Beklenmedik Durum Plani”nin uygulanmasindan sorumlu olmak
iizere Genel Midiir ve/veya Genel Midir Yardimcisi diizeyinde bir ¢alisgan1 “Acil ve
Beklenmedik Durum Sorumlusu” olarak atar. (Ek-1) Sorumlu, gérev yapamayacak halde ise
Y 6netim Kurulu tarafindan belirlenen yedek calisan tiim yetki ve sorumluluklar yiirtitecektir.
Acil ve Beklenmedik Durum Plani’nin uygulanmasi i¢in sorumlu tarafindan bir miidahale
ekibi olusturulacaktir. (Ek-2)

Miidahale Ekibi, herhangi bir acil durumun olusmasi halinde Sirket i¢inde olusan hasarin,
yerinin, boyutunun ve miidahale seklinin tespitinden, hasarin biiyiimesini dnleyici tedbirlerin
alimmasindan ve ilk miidahaleyi yapmaktan sorumludur.

Acil ve Beklenmedik Durum sorumlular1 unvan ve iletisim bilgileri, disardan hizmet alinan
kurumlara, Sermaye Piyasasi Kurulu, Borsa Istanbul A.S., Merkezi Kayit Kurulusu A.S.,
Istanbul Takas ve Saklama Bankas1 A.S.’ye ve Sermaye Piyasasi Kurulunun belirleyecegi
diger kuruluslara bildirilir.

Acil ve Beklenmedik Durum sorumlusu I¢ Kontrol ve Uyum Biriminin faaliyetleri
kapsaminda her y1l acil ve beklenmedik durumlarla ilgili plan ve is akislarinin giincelligini
kontrol eder. “Acil ve Beklenmedik Durum Plani” ve buna iliskin prosediirlerde giiniin sartlar
geregi herhangi bir degisiklik yapilmak istendiginde, degisiklikler Bilgi Sistemleri ve Bilgi
Giivenligi Boltiimleri koordinasyonunda gergeklestirilir ve Yonetim Kurulu’nun onayina
sunularak yiriirlige girer.

Acil ve beklenmedik durum sorumlusunun 6ncelikli gorevi, insan sagligina yonelik tehditleri
onlemektir. Sorumlu, bu gereksinim karsilandiktan sonra asagidaki siralanan hallerde;

o Caligma ortammnmn kullanilamaz hale gelmesi, Bilgi Islem Sistemlerinin
devamliliginin saglanamamasi ve c¢aligma ortami ile bilgi sistemlerinin kisa siirede
giderilemeyecek Ol¢ilide hasara ugramasi,

o Calisma ortami fiziken saglam olmakla birlikte calismalarin devamliligini engelleyen
kesintiye ugratan genel olarak sistemin sagliksiz caligmasina yol agan nedenlerin
ortaya ¢ikmasi,

yapilan tespit dogrultusunda gerekli tedbirlerin alinmasi, durumun 6nem derecesinin
belirlenmesi, ihtiya¢ halinde personelin izinden c¢agrilmasi, gecici gorevlendirme yapilmasi
ve sirketin rutin faaliyetlerini siirdiirmeye yonelik kararlarin alinmasinda yetkilidir.

Sirket’in “Acil ve Beklenmedik Durum Plani”’nin uygulanmasindan sorumlu kisilerin listesi
EK-1’de yer almaktadir.

6.2. PERSONEL GOREYV DAGILIMI

“Acil ve Beklenmedik Durum Plani’nin uygulanmasindan Acil Durum Sorumlusu,
sorumludur. Ek -2 de yer alan Miidahale Ekibi, Acil Durum Sorumlusu kars1 herhangi bir acil
durumun olusmasi halinde Sirket i¢inde olusan hasar1 ve miidahale seklinin 6n tespitini
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yapmakla, hasarin biliylimesini onleyici tedbirleri almakla ve ilk miidahaleyi yiiriitmekle
gorevlidir. Bununla birlikte, acil ve beklenmedik bir durum meydana geldiginde kural olarak
biitiin Sirket personeli; miisteri ve ¢alisanlarinin karsilagacagi risklerin giderilmesinde gorevli
ve sorumludur.

Personel s6z konusu gorev ve sorumluluklarini acil ve beklenmedik durum sorumlusunun
kontrol, yonlendirme ve koordinasyonu altinda yerine getirir. Tiim calisanlar, Acil ve
Beklenmedik Durum planinda yer alan gorev dagilimina uygun olarak yardim, kurtarma ve
koruma c¢alismalarina katilmakla ve durumun normale dénmesi i¢in en list diizeyde ¢aba
gostermekle yiikiimliidiir. Izinli personel, acil ve beklenmedik durumun olusmas1 halinde acil
ve beklenmedik durum sorumlusuna ulagmakla yiikiimliidiir.

6.3. BILGI SISTEMLERININ YEDEKLEMESININ YAPILMASI

Is siirekliligi planlamasi1 kapsaminda, Sirket ile ilgili her tiirlii kayit, kiymetli evrak ve
elektronik ortamda saklanan bilgi, ilgili siire¢ sahipleri tarafindan siniflandirilir ve diizenli
olarak gozden gecirilir. Bu siniflandirma sonucunda degerli veri olarak belirlenen her tiirlii
bilgi, mevcut mevzuat uyarinca tutmakla yiikiimli olunan her tiirli kayit ile kiymetli evrak
elektronik ortamda, acil ve beklenmedik durum sorumlusunun denetimi altinda isbu plan
dogrultusunda saklanir. Bilgi sistemlerine ait yedekler, (Teknoser) ANKARA KKB Tier IV
veri merkezinde (Ikincil sistem) bulunmaktadir. Sirket ana sistem ve baglantilarinda
yasanacak olumsuzluk durumunda hizmet Ankara veri Merkezinden saglanacaktir. Ankara
Veri Merkezinde kurulu yedek sistemler tiim olagan ve olaganiistii durum lokasyonlarina
hizmet verecek sekilde planlanmaktadir. Muhasebe sisteminin ve muhasebe sistemini
destekleyen diger operasyonel ve finansal sistemlerin yil sonu yedekleri 10 yil siire ile
saklanir.

Sistem odasinin tiim hizmetleriyle ya da miisterileri etkileyen bir kisim hizmetleriyle kesintiye
ugramasi1 durumunda yedeklerin aktivasyon karari yine acil ve beklenmedik durum sorumlusu
tarafindan Bilgi Sistemleri Sorumlusu ve Bilgi Giivenligi Sorumlusu ile koordinasyon iginde
almir. Lokal etkili kesintilerde dis hizmeti saglayan BT ekipleri kendi inisiyatifleri ile ya da
ilgili boliimle varilacak mutabakatla alternatif ¢6ziimleri devreye sokabilecektir.

Yedek sistemlerin calismast ve acil ve beklenmedik durumlarda sirketin bilgisayar
sistemlerinde planlanmayan ve 2 saat siiresince giderilemeyen bir hizmet kesintisi olmasi
durumunda,

¢ Bilgi islem merkezinde (birincil sistem) bulunan sistemlere ait yedeklemeler her giin
yedek ortamma (ikincil sistem) aktarilir ve ¢alisir hale getirilir. Ikincil sistemler isbu plan
kapsaminda tanimlanmis geri kurtarma noktast hedeflerini karsilayacak sekilde ¢alistirilmaktadir.

e Planlanmayan uzun siireli bir kesinti meydana gelmesi durumunda problemin nedeni
ve sistemlerin durumu hakkinda bilgi, bilgi sistemlerinin saglandigr dis hizmet personeli
tarafindan, acil ve beklenmedik durum sorumlusuna bildirilir. Sorun ¢oziilene kadar ikincil
sistemlerle calismalar siirdiiriiliir, ana sistemin devreye alinmasi sonrasi sorunun ¢oziildiigiiniin
bilgisi verilir. Acil ve beklenmedik durum sorumlusu gerektigi takdirde tedarik¢i firmalar ve
misteriler ile temasa gecilmesi ve durumdan haberdar edilmesini saglar.
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e Diislik ve orta seviye olarak belirlenen Acil ve beklenmedik durumlarda is siirekliliginin
saglanmasi i¢in personel uzaktan calisma yontemi ile faaliyetlerin siirdiiriilmesini saglar.
Uzaktan erigim ile yiiriitilemeyecek is siireci olmasi halinde ilgili resmi kurumlar ile
iletisime gegilerek alternatif ¢oziimler saglanir.

e Olaganiistii durumun yaratt1ig1 hasarin en yiiksek seviyede olmas1 durumunda Is Siirekliliginin
saglanmas1 amaciyla uzaktan ¢alisma ile birlikte ilgili resm1 kurumlar ile iletisime gegilerek
alternatif ¢oziimler saglanir. Acil durum sorumlusu, miidahale ekibi alternatif sirket merkezi
arastirir ve tespitlerini Yonetim Kurulu onayina sunar.

e Portfoy yonetimi hizmetleri ile muhasebe ve operasyonel islemlerin buradan saglanmasi igin
en hizli aksiyonlar alinir. Yatirimcilara, ilgili diizenleyici kurumlara, birlikte calisilan
finansal kuruluslara ve hizmet saglayicilar ile en hizli iletisim kanali ile bilgilendirme
yapilir.

6.4. OPERASYONEL RiSKLER VE ALINACAK ONLEMLER

Sirket, bilisim altyapisindan veya kurum dis1 olaylardan kaynaklanabilen ve Sirket’in verdigi
hizmetlerin yavaglamasina, bozulmasma ya da saglanamamasia yol agabilecek operasyonel
risklerin periyodik olarak degerlendirir ve gerekli dnlemleri alir.

Ongoriilen Operasyonel Riskler ve alinacak dnlemler asagida siralanmaktadr:

o Dis Etkenler

Deprem, yangin, sel, elektrik ve dogalgaz kesintisi gibi felaketlerden kaynaklanan riskler,
terorist faaliyetler, sosyal kargasanin yol agacagi zararlar enerji iletiminde olusan aksamalar,
giivenlik ihlalleri bu gruba dahil edilebilir.

Elektrik: Sehir elektrik sebekesinde meydana gelebilecek herhangi bir kesintiye karsi
jenerator ve UPS altyapisiyla kesintisiz c¢alisma planlanmistir. Sehir sebeke elektrigi
kesildiginde jenerator devreye girinceye kadar, sistem odasinda konumlandirilmis olan UPS
sistemlerin ¢aligmasini saglayacaktir.

Yangin: Sirket icinde yangin dedektorleri ve bu dedektorlere bagli alarm sistemi
kullanilmaktadir. Yangin dedektorleri bina alarm sistemi ile entegredir.

Glivenlik: Sabotaj, klima sorunlar1 i¢in bina ydnetimiyle koordineli gilivenlik tedbirleri
alimmustir. Sirket giris cikiglarini kontrol altina almak icin bina kapi giriglerinde bulunan
manyetik kart ile gecis olanaklarinin tlimiinii barindiran sistem kullanilmaktadir. Ayrica sirket
giris ¢ikislart kayit altina alinmaktadir.

o Teknolojik Altyap:

Temel olarak Bilgi Sistemleri riskidir. Bilgi sistemleri riski, “is siireglerini olumsuz yonde
etkileyecek sekilde otomasyon sisteminin, ag veya diger kritik bilgi teknolojileri kaynaklarinin
kaybedilmesi potansiyelidir”.

Ag Baglantisi: Sirket ana merkez binasinda kurulu ana sistem odasinin hizmet sunabilmesi
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amactyla ag baglantisinin kesintisiz saglanmasi gerekmektedir. Bu amag icin cesitli
baglantilara yonellik ayr1 bir internet erisimi gibi alternatif ¢oztimler liretilmistir.

Network giivenligini saglamak i¢in firewall, merkezi yonetilen antivirus programi kullanilir.
Ayrica Windows giivenlik aciklar1 ile ilgili patch’leri otomatik olarak network bileseni
bilgisayarlara uygulayan bir yap1 kurulmustur.

Uygulama Alt Yapisi: Sirket siireglerine yonelik yedeklenen ve yedeklerin kaldirilmasinda
uyulmasi gereken geri kurtarma siiresi hedefi ve geri kurtarma noktas1 hedeflerine uygun
planlama yapilmaktadir.

Platformlarin devamlilig1 i¢in, olas1 risklere kars1 birbirini yedekleyen 2 sunucu
yapilandirilmistir. Sunuculardan birisi Bulutistan Veri Merkezinde, digeri Teknoser Ankara
Tier IV Facility Veri merkezindedir. Acil durum gergeklestiginde yedek sunucuya gecis
yapilarak platform siirekliligi saglanir.

Belirlenen yedekleme politikasi geregi gercek ortam backup server’a ayrica ikincil sistem- Ankara
Veri Merkezine yedeklenecektir.

Kullanict Teknik Donanim: Son kullanici tarafinda kullanilacak PC ve monitor i¢in donanim
standartlar1 belirlenmis ve bu standartlar1 karsilayan trtinler kullanilmistir. PC ve monitor
arizalar1 dikkate alinarak yedekleme saglanmistir.

Sunucu Giivenligi: Sirket dahilindeki teknolojik ihtiyaglar1 karsilamak amaciyla
konumlandirilan sunucularin biiyiik bir boliimii yedeklilik saglayacak sekilde konfigiire
edilmistir.

Insan Kaynag Eksikligi: Her kritik gorev icin bir yedek personel belirlenir. Uzak baglanti
(VPN, MFA vb.) altyapist hazir tutulur. Evden ¢aligabilecek gorevler belirlenir.

Finansal Veri Saglayici Programlar: Para ve sermaye piyasalarinda meydana gelebilecek
olaganiistii durumlar; finansal veri akislarinin kesilmesi, tahsilat ve 6deme sistemlerinin
durmasi veya piyasa islemlerinin gecici olarak yapilamamasi gibi hallerde, Trive Portfoy
Yonetimi A.S. tarafindan hizmet siirekliligini korumak amaciyla agsagidaki dnlemler
uygulanmaktadir:

Finansal Veri Siirekliligi:

Bloomberg, Matriks, Odifin gibi finansal veri saglayici sistemler yedekli olarak
yapilandirilmistir. Veri saglayicilarda kesinti yaganmasi durumunda uygulamalar, internet
iizerinden alternatif veri kaynaklarindan otomatik veri alacak sekilde konfigiire edilmistir.
Emir iletim siire¢lerinde Matriks’e alternatif olarak Forinvest (Foreks) programi iiyeligi
bulunmaktadir.

Finansal ve Operasyonel Yedeklilik:

Ana sistemlerde yasanabilecek kesintiler i¢in ikincil sistemde yer alan yedek sunucular
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devreye alinir. Kritik veriler diizenli olarak yedeklenir ve farkli lokasyonlarda giivenli
bi¢imde saklanir.

Nakit ve Likidite Yonetimi:

Olagantistii piyasa sartlarinda operasyonlarin siirdiiriilebilmesi amaciyla piyasa kosullari
ve fon giris ¢ikis talepleri de goz oniinde tutularak giinliik operasyonu karsilayacak nakit
rezervi bulundurulmasi esas olarak belirlenmistir. Ayrica alternatif bankalarla ¢aligilarak
fon akisinda siireklilik saglanir.

Yukarda bahsedilen baslica risklerin hepsi Sirketin mali yapisimi etkileyecek nitelikte olup,
yukarda bahsi ge¢en dnlemler mali yapiya karsi da alinmis 6nlemler toplamidir.

6.5. TAHLIiYE GUVENLIGININ SAGLANMASI

Karsilasilabilecek acil ve beklenmedik durumlarda ¢alisanlarin hizmet binalarindan en kisa
siirede tahliye edilmesi, Sirket merkezinin bulundugu Is merkezi yonetimi ile koordinasyonu
saglayarak acil ve beklenmedik durum sorumlusunun gozetiminde yapilir. Tahliye
giivenliginin saglanmasi icin gerekli dnlemlerin alinmasi ve yeterliligi acil ve beklenmedik
durum sorumlusu tarafindan kontrol edilir.

6.6. ACiL VE BEKLENMEDIK DURUM TATBIKATLARI

Bu uyumun test edilmesi amaciyla periyodik tatbikatlar gerceklestirilir. S6z konusu
tatbikatlara siire¢ kapsaminda belirtilen kaynaklarin hepsinin katilimi saglanir. Yilda
minimum 1 kere olmak iizere test gerceklestirilir. Test calismasinda asagidaki yontem izlenir.



* Mevcut dokiimantasyon iizerinden ilerlenerek acil bir durumda gerekli kaynaklarin
varlig1 ve erigilebilirligi test edilir.

» Test sonucu dokiimante edilir ve Bilgi Sistemleri Sorumlusu ve Bilgi Giivenligi
Sorumlusu tarafindan Acil ve beklenmedik durum sorumlusuna raporlanir.

» Herhangi bir eksiklik saptanmaz ise ilk test ¢calismasi gergeklestirildikten sonraki uygun
bir zaman dilimi i¢inde iiretim ortam1 kapatilir ve ikincil sistem ortamina baglanilir.

« lkincil sistem ortaminda agilis kayitlar1 kontrol edilir ve smirli sayida islem girisi
gerceklestirilerek test ortaminin ¢aligmasi kontrol edilir.

» Test sonucu Bilgi Sistemleri Sorumlusu ve Bilgi Giivenligi Sorumlusu tarafindan
dokiimante edilir ve acil ve beklenmedik durum sorumlusu ile birlikte Yonetim
Kurulu’na raporlanir.

6.7. ACIL VE BEKLENMEDIK DURUMDA YAPILACAK IiSLER

Acil ve beklenmedik durumun haber alinmasi sonrasinda acil ve beklenmedik durum
sorumlusu’nun ¢agrist iizerine plan devreye alinir. Plan kapsaminda belirlenen sorumlular
sirket genel merkezinde, bu miimkiin degilse belirlenen alternatif merkezde derhal toplanir.
Calisanlar belirlenen gorev dagilimina uygun olarak is akiglarini ytriitiir. Acil ve beklenmedik
durum sorumlusu, gerekli durumlarda gorev dagiliminin disinda ek gorevlendirmeler
yapabilir.

Alternatif iletisim kanallarinin stirekliliginin saglanmasi amaciyla sirket ¢alisanlarinin ev ve
cep telefonu numaralar1 periyodik olarak giincellenir ve ¢alisanlarin erisiminin oldugu ortak
alanda tutulur.

Sirket; mali tablolar ve mevcut mevzuat geregi tutmakla yiikiimli oldugu muhasebe
islemlerinin tim kayitlarim1 ve kiymetli evraklari, basili olarak ve veya elektronik ortamda
saklar. Belgelerin saklanmasinda Tiirk Ticaret Kanunu’nun 82nci maddesine uygun
davranilir. Kurumun faaliyetlerini araliksiz siirdiirebilmesi i¢in elektronik kayit yedekleri
alinarak 10 yil siireyle muhafaza edilecektir.

Acil ve beklenmedik durumlar karsisinda kurumun faaliyetlerini normal bir sekilde
stirdiirebilmesi i¢in gereken islemler, sirket ve kisisel cep telefonlari, e-posta kanaliyla
yapilacaktir. Ayn1 sekilde miisterilere, disardan hizmet alman kurumlara, SPK’ya, BIAS’a,
MKK’ya ve Takasbank’a yapilmasi gereken islemler ve bilgilendirilmeler yine sirket ve kisisel
cep telefonlari, e-posta kanaliyla yapilacaktir.

6.8. DURUMUN SAPTANMASI
Acil ve beklenmedik durum meydana geldiginde, ¢6ziim yollarinin ve yodntemlerinin
belirlenebilmesi, miidahale ekibi ve acil ve beklemedik durum sorumlusu tarafindan yapilir.

Durumun neden ortaya ciktig1 belirlenir. Acil ve beklenmedik durum sorumlusu durumu
personele ve Yonetim Kurulu’na bildirir.
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Acil ve beklenmedik durum sorumlusu, acil ve beklenmedik durum sonucunda sirket,
personel ve miisteri agisindan ortaya ¢ikan ya da ¢ikmasi muhtemel risk ya da hasar 6l¢iimiinii
yapar. Uzmanlik gerektiren durumlarda uzmanin bilgisine bagvurulur. Degerlendirme
sonuglar bir rapor halinde tespit edilir ve Yonetim Kurulu’na bildirilir.

6.9. BILDIRIMLERIN YAPILMASI VE YARDIM iSTEMESI

Acil ve beklenmedik durumun, miisteriye etkilerinin minimum diizeyde olmasi igin sirket
misterilerinin ulasabilecegi telefon numaralarina isbu “Acil ve Beklenmedik Durum
Plani”nda yer verilmistir. (EK-4) Ayni zamanda alternatif kanallar yoluyla bu bilgiler
miisterilere ulastirilacaktir.

Acil ve beklenmedik durum sorumlusu tarafindan acil ve beklenmedik durumla ilgili olarak
bilgilendirilen personel, ortaya ¢ikan acil ve beklenmedik durumun risk ve hasar derecesine
gore kamu gilivenlik birimlerine, kurtarma birimlerine, sermaye piyasasinin diizenleyici ve
denetleyici otoritelerine, ¢alisilan bankalara, sigorta sirketlerine, disardan hizmet alinan
kurumlara ve ilgili diger kurum ve kuruluslara bildirimde bulunur, gerekirse yardim ister. Acil
ve beklenmedik durum sorumlusu s6z konusu bildirimlerin yapilmasini koordine ve kontrol
eder.

Acil ve beklenmedik durum sorumlusu tarafindan alinan Onlemler hakkinda SPK
bilgilendirilir. Rutin zorunlu bildirimler koordine ve kontrol edilir. SPK, Tiirkiye Sermaye
Piyasalar1 Birligi (TSPB), Borsa Istanbul, Takasbank ve diger kuruluslara yapilmasi zorunlu
olan rutin bildirimlerin aksamadan siiresi i¢inde yapilmasini saglanir.

6.10. ACIL VE BEKLENMEDIK DURUMDA ALTERNATIF HIZMET KANALLARI

Sirketin hizmet verdigi isyeri merkezinin kullanilamaz olmast durumunda, Acil ve
Beklenmedik Durum sorumlusu ve miidahale ekibinin degerlendirmeleri sonrasi uzaktan
caligma yontemi ile birlikte hizmete devam edilecek alternatif Sirket Merkezi acil durum
sorumlusu, miidahale ekibi Onerisi ve yonetim kurulu onayz ile belirlenir. Acil ve beklenmedik
durum sorumlusu tarafindan, Sirket Merkezinin re-lokasyon planlamasi yapilarak, en hizli
bi¢imde tiim personel, miisteri ve diger ilgili Kurumlara duyurur.

Acil ve beklenmedik durum sorumlusu, hizmet kanallarinin kesilmesi durumunda hizmetin
aksamadan devam etmesini saglamak i¢in Bilgi sistemleri Sorumlusu ve Bilgi Giivenligi Sorumlusu
ile birlikte alternatif olarak kullanilabilecek hizmet kanallarini tespit eder ve kullanima
gecirilmesini saglar. Tespit edilen alternatif hizmet kanallarini personele bildirir.

6.11. SORUNUN COZULMESI VE CALISMALARA BASLANMASI

Acil ve Beklenmedik Durum oncelikle Sirket imkanlar1 ile ¢oziimlenmeye c¢alisilir.
Calismalarda personel ve miisteri giivenligi i¢in dncelikli dnlemler alinir. Acil ve beklenmedik
durumun ortadan kaldirilmasinda Sirket imkéanlarinin yeterli olamamasi durumunda ise hangi
kamu kurumlarindan ve/veya 6zel kuruluslardan yardim alinmasi gerektigi saptanir.
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Acil ve beklenmedik durum sorumlusu acil durumun etkilerinin Sirket imkanlar1 ile veya
disardan yardim alarak ne kadar siire i¢inde ve ne sekilde ortadan kaldirilacagini Yonetim
Kurulu’nun bilgisine sunar.

Yonetim Kurulu’nun onayi ile (e-posta veya sozlii alarak) durumun ortadan kaldirilmasi i¢in
gerekli islemlerin yapilmasini saglar. Acil ve beklenmedik durum sorumlusu gecikmesinde
sakinca bulunan hallerde Yonetim Kurulu’na ulagsmakta zorluk yasanmasi durumunda
Yo6netim Kurulu’nun onay1 olmaksizin gerekli 6nlemleri alarak uygulama yetkisine sahiptir.

Acil ve beklenmedik durumlarda ¢alismalara tekrar baslanmadan 6nce acil ve beklenmedik
durum sorumlusu tarafindan dl¢tilebilir kayiplar ve dlciilemeyen kayiplarin degerlendirilmesi
yapilir. Mal, gelir, nakit akisindaki aksamalar, yasal yaptirimlar, insan kaynaklari, artan
caligma maliyeti ve diger ek harcamalar dl¢iilebilir kayiplar olup, personelin ugradigir moral
ve motivasyon kaybi ve sirket itibar ve prestijinin azalmasi gibi unsurlar 6l¢iillemeyen
kayiplardir.

6.12. DISARIDAN HIiZMET ALIMINDAN DOGABILECEK RIiSKLER IiLE
HiZMETLERiN HERHANGI BIR SURETTE TEKNIiK OLARAK KESINTIYE
UGRAMASI VEYA AKSAMASI DURUMUNDA ALINACAK ONLEMLER

Disardan hizmet alimlarinda, bu alimlara iliskin is akis prosediirleri olusturulmus ve gerekli
ic kontrol mekanizmalart kurulmustur. Dis hizmet alimlarinda tedarikgilerin acil ve
beklenmedik durum aninda servis verebilir bir alt yapt ve iletisim ag1 olmasina 6zen
gosterilmistir. Sirket, disardan hizmet aldig1 hizmet ve kritik 6neme sahip Saklama, Fon Hizmet
Birimi ile Bilgi Giivenligi ve Bilgi Teknolojileri alaninda herhangi bir kesinti veya aksama
olmas1 durumunda risklerin yonetilmesine ve alinan hizmetlerin ikame edilebilmesine yonelik
gereken Onlemleri almaktadir.

Bilgi Teknolojileri hizmetinin saglandigi Trive Teknoloji Hizmetleri A.S.’nin herhangi bir
kesinti ve aksama nedeniyle bu hizmeti verememesi halinde, Trive Portfoy Yonetim A.S. ana
hissedar1 Trive Yatinm Menkul Degerler A.S.’nin destegiyle alternatif bir ¢oziim
olusturacaktir.

Saklama ve Fon Hizmet Birimi hizmetlerinde yasanacak herhangi bir kesinti ya da aksama
durumunda ise, ilgili hizmet saglayicinin Is Siirekliligi Yonetim Plan1 gercevesinde gerekli
koordinasyon saglanarak alternatif iletisim yontemleri ile (fax, kargo ile evrak gonderimi vb.)
gerekli ¢oziimler olusturulacaktir.
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6.13. SIRKETCE FAALIYETE DEVAM EDILEMEYECEGiI YONUNDE KARAR
VERILMESI DURUMUNDA MUSTERILERIN HESAPLARINA ERIiSiMi VE SOZ
KONUSU HESAPLARIN BASKA SIRKETE DEVRI

Sirket tarafindan faaliyete devam edilemeyecegi yoniinde karar verilmesi halinde miisterilerin
hesaplarina erisimi ve ilgili portfoy saklama kurulusu ile temasi saglanacak, talep halinde
miisterilerin magdur olmamasi ve islemlerine devam edilebilmesi i¢in kiymetlerin aktarimi
konusunda miisterinin onay1 alinmak suretiyle bagka bir sirkete devrinin saglanmasi i¢in, her
tiirlii destek verilecektir. (Burada BIAS, Takasbank, MKK ve bankalarin faaliyetlerine devam
ettigi varsayilmaktadir.)

Portfoy saklama s6zlesmesi kapsaminda miisteri varliklart miisteri bazinda portfoy saklayici
kurulus nezdinde saklanmakta olup, miisteriler hesaplarina internet araciligi ile diledikleri
zaman ulagabilmektedir.

6.14. ACIL VE BEKLENMEDIK DURUMUN KARSI TARAFA OLASI ETKIiLERI
HAKKINDA DEGERLENDIRME

Sirket miisterilerinin varliklari, miisteri adina yetkili saklama kuruluslarinda acilan hesaplarda
saklanmaktadir. Tiim miisteri islemleri, aracilik sézlesmesi imzalanan aract kurum ve
bankalar araciligi ile gergeklestirilmektedir. Miisteriler, saklama kuruluslarindaki hesaplarina
her zaman erisebilir durumdadir. Bu ¢er¢evede miisteri varliklarinin zarara ugramasi riskinin
bulunmadigi degerlendirilmektedir. Ayrica Trive Yatirim Menkul Degerler A.S. Fon Hizmet
Birimi miisteri varliklar1 ve islemlerini saklama kurulusu ile birlikte kaydi olarak
izlenmektedir. Ilgili verilerin korunmasi ve karsi tarafi etkilemeden Sirketin kritik
faaliyetlerinin devam etmesi amaciyla bu plan ve ekleri olusturulmustur.

7. BILGI SISTEMLERi SUREKLILIGI VE iS ETKi ANALIZi
Faaliyetlerin siirdiirtilmesini saglayan bilgi sistemleri servislerinin, bir kesinti durumunda
stirekliliginin saglanmasina yonelik hazirlanan ve Is Siirekliligi Plani’nin pargast olan

siireclerdir. Sirket’in oncelikli operasyonlarinin belirlenebilmesi amaciyla Is Etki Analizi
kapsaminda derecelendirilmistir.

7.1. IS ETKI ANALIZININ AMACI
Is etki analizinin kapsaminda iiriinleri veya hizmetleri destekleyen tiim faaliyetler igin;

o Kesintinin sebep oldugu sonuglarin etkileri dokiimante edilir,

o Hedeflenen kurtarma siiresinin ve sistem kesintisi olmas1 durumunda ne kadarlik bir veri
kaybinin kabul edilebilir oldugu belirlenir ve faaliyetlerin etkin olarak devam ettirilebilmesi
icin i¢ ve dis bagimliliklar tespit edilir,
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7.2.

7.3.

(@]

7.4.

Kaynaklarin daha verimli ve daha etkili kullanabilmesi i¢in, hangi ¢calisma alanina, hangi {iriin
ve siireglere odaklanilacagi ve is siirekliliginin uygulama kapsaminin ne olacag belitlenir. Is
siirekliligi, is etki analizi sonuglarma gore olusturulur. Is siireclerinde, kaynaklarda,
onceliklerde gerceklesen degisiklikler is etki analizinin ve is stirekliligi yonetim sistemi
caligmalarinin degismesini gerektirebilir.

Is etki analizleri; yeni bir iriin, siire¢ ya da teknolojiye geciste, cografi konum
degisikliklerinde, 1is operasyonlarinda, yapisal diizeyde ya da personel diizeyinde
yapilabilecek onemli degisikliklerde, yeni bir tedarikgi ya da dis kaynak s6zlesmesi yapilmasi
durumlarinda kullanilir.

Sirket tarafindan is etki analizinin gézden gegirme ¢aligmasi yilda bir kez diizenli olarak
gerceklestirilir.

IS ETKi ANALIiZi SURECI

Is etki analizi kapsaminda her Boliim/Birim yiiriittiigii kritik is akislarini belirleyerek
dokiimante eder. Analiz siirecinde asagidaki faaliyetler gergeklestirilir;

o Anahtar (kritik) {irtin ve hizmetleri destekleyen is faaliyetleri tanimlanir,

o Kesintinin organizasyonun varligina, itibarina ya da finansal durumuna etkileri
tanimlanir,

o Uriin ve hizmetlerin sunulamamasinm sirkete yikici etki olusturdugu zaman belirlenir,
Hedeflenen kurtarma siiresi ve maksimum tahammiil edilebilir kesinti stiresi
belirlenmis etkilere dayanilarak belirlenir,

o Is faaliyetlerin devam edebilmesi i¢in gerekli i¢c ve dis kaynak gereksinimleri ve
bagimliliklar belirlenir.

IS ETKi ANALIZi SONUCLARI

Is etki analizi sonucunda asagidaki veriler iiretilir:

Anahtar iiriin (kritik) ve hizmetlerini siire¢lerin listesi,

Anabhtar iirtin (kritik) ve hizmetleri destekleyen faaliyetler,

Faaliyetlerde yasanabilecek kesintilerin miisteri, finans, itibar ve hukuki agidan zamana
yayilmis etkileri ve varsayimlar, Faaliyetler icin Geri Kurtarma Siiresi (GKS) ve Geri
Kurtarma Noktas1 (GKN) hedef degerleri,

Faaliyetlerin devam edebilmesi i¢in gerekli kaynaklar,

Uriin ve hizmetler i¢in minimum is siirekliligi hedefleri,

ZAMAN HEDEFLERI

Yilda bir kez yapilan ig/etki analizi ¢aligsmasi sonuglarina gore, Sirket i¢in kabul edilebilir
zaman hedefleri asagida belirtilmistir:
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Sistem Adi Tlgili Siire¢ GKS GKN
INFINA Yazilim Sistemi, Muhasebe, Yatirim 0- 2 saat| 1 giin
Dosya  Sunucusu, Fonu ve Portfoy

Internet Altyap: Servisleri, Mail Y6netimi

Sunucu

Odifin, Matriks vb. Veri Dagitim Hizmet 0- 2 saat| 1 giin
8. DENETIM

Acil durum planinin uygulanabilirliginin, ayrica yatirimcilara ve de ilgili resm1 kurumlara giincel
bildirimlerin yapildiginin denetimi Teftis (Denetim) Birimi tarafindan gerceklestirilir.

9. SORUMLULUK

Sirket, hizmet verdigi kisilere acil ve beklenmedik durumlarda is siirekliliginin nasil
saglanacag1 ve buna iliskin i akis prosediirleri hakkinda bilgi vermekle yiikiimliidiir. S6z
konusu bildirimin portfdy yonetim sozlesmesi imzalanmasi sirasinda ve ayrica Sirketin
internet sayfasi araciliiyla yapilmasi zorunludur.

10. YURURLUK VE ONAY
Isbu Prosediir, 17/02/202 tarihinde Yénetim Kurulu tarafindan onaylanarak yiiriirliige

girmistir.

EK-1 Sorumlu Listesi

Sorumlular Kisi Tletisim Bilgisi
Acil ve Beklenmedik | Genel Miidiir e-posta: turgut.zeliha@triveportfoy.com.tr
Durum Sorumlusu Tel: 0212 401 3343-3021
Yedek Sorumlu Yénetim Kurulu Uyesi | e-posta:
kerem.erdem@triveportfoy.com.tr
Tel: 0212 401 3343-3014
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EK-2 Miidahale Ekibi

Sorumlular Kisi Tletisim Bilgisi
Miidahale Sorumlusu Emin Akin e-posta: emin.akin@triveportfoy.com.tr
(Mali ve Idari Isler Tel: 0212 401 3343-3012
Direktorii)
Miidahale Sorumlusu Cihan Altin e-posta: cihan.altin@trive.com
(IT Y 6neticisi) Tel: 0212 401 3343
Miidahale Sorumlusu Unal Alkan e-posta: unal.alkan@trive.com.tr
(Bilgi Giivenligi Tel: 0212 401 3343
Sorumlusu)
Miidahale Sorumlusu Efekan Baris e-posta: efekan.bolat@triveportfoy.com.tr
(Bilgi Islem Asistan1) Bolat Tel: 0212 401 3343-3023

EK-3 Personel Gorev Dagilim

Alimacak Aksiyon Tlgili Boliimler

UYARMA: Acil ve beklenmedik durumun meydana Tiim Personel
geldiginin/gelme olasiliginin yiikseldiginin bildirilmesi

YARDIM CAGIRMA: ilgili Kurumlara ulasip gerekli bilgilerin | Miidahale Ekibi & Tiim

aktarilmasi Personel

ILK YARDIM: Profesyonel destek ekipleri ulasana kadar gecen | Miidahale Ekibi & Tiim
stirede ilk yardim faaliyetlerinin yerine getirilmesi Personel
KURTARMA: Sirkete ait bilgi, dokiiman ve diger dnemli Tiim Personel

evrakin kurtarilmasi

KORUMA: Kurtarilan bilgi, dokiiman ve diger 6nemli evrakin | Tiim Personel
koruma altina alinmasi

BILGILENDIRME: Miisterilere ve is iliskisinde bulunulan diger | Tiim Personel
kisi ve sirketlere gerekli aciklamalarin gonderilmesi

ZORUNLU BILDIRIMLER: Mevzuat uyarinca kamu Tiim Personel
otoritelerine yapilmasi gereken bildirimlerin génderilmesi

EK-4 Basvurulacak Yerler

- MKK ISTANBUL 212 334 57 00- 334 57 57
- SPK ANKARA 312292 90 90
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SPK ISTANBUL 212 334 55 00- 334 56 00

TAKASBANK SANTRAL 212 315 25 25

BIAS SANTRAL 212 298 21 00

EMNIYET MUDURLUGU POLIS IMDAT 155

ISTANBUL EMNIYET MUDURLUGU 212 635 00 00
JANDARMA IMDAT 156

ISTANBUL iL JANDARMA KOMUTANLIGI 212 285 21 04-05-06
ITFAIYE ACIL 110

BUYUKSEHIR BELEDIYESI ALO ITFAIYE 153

RISKAKTIF DANISMANLIK EGITiM VE YAZILIM LTD. STi. 216 3270039
TRIVE YATIRIM MENKUL DEGERLER A.S. 212 3450062
DENIZBANK A.S. 444 0 800

TRIVE TEKNOLOJI HIZMETLERI A.S. 212 3451051

TRIVE YONETIM VE DANISMANLIK LTD. STI. 212 3451051
CANKURTARAN ACIL 112 - 444 0911

BUYUKSEHIR BELEDIYESI ACIL DURUM CAN KURTARMA 212 45532 00
TURK HAVA KURUMU ALO HAVA AMBULANS 444 0 845
ACIBADEM MASLAK HASTANESI — 444 55 44

LIV HOSPITAL VADISTANBUL 444 4 548

BAYINDIR LEVENT TIP MERKEZ] 212 279 60 60

OZEL CEVRE HASTANES] 444 2 593

ISTANBUL FLORENCE NIGHTINGALE HASTANESI 444 0 436
ISTINYE DEVLET HASTANESI 212 323 44 44

SEYRANTEPE HAMIDIYE ETFAL EG. VE ARAS. HASTANES{ 212 373 50 00
SARIYER SOSYAL GUVENLIK MERKEZI 212299 07 02
ELEKTRIK ARIZA 186

TELEFON ARIZA 121

TELEKS ARIZA 123

DOGALGAZ ARIZA 187

IGDAS MERKEZ 212 499 11 11

SU VE KANALIZASYON ARIZA 185

ISKI MERKEZ 212 301 20 00

ISTANBUL VALILIGI 212 455 59 00

SIVIL SAVUNMA 212 574 58 80

ISTANBUL VALILIGI IL SAGLIK MUDURLUGU 212 638 30 00
AFAD FM (AFET ANINDA) FM 103.0

AFAD AVRUPA YAKASI 212 455 70 00

AFAD CAGRI 122

ISTANBUL BUYUKSEHIR BELEDIYESI SANTRAL 212 455 13 00
ALO ZABITA 153

TRT HABER MERKEZI 312 463 43 43

TRT ISTANBUL BOLGE 212 259 72 75

ALO TRT 444 0 878
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Degisiklik Takip Cizelgesi

Versiyon Degisiklik Tarihi Aciklama
01 01/02/2022 Tarihli YKK ile ilk yaymn
02 02.08.2022 Acil Durum ve s Siirekliligi Merkezi adres degisikligi
03 23.11.2022 Miidahale ekibi revizyonu ve unvan degisikligi
04 10.03.2023 i.  Bilgi Sistemlerinin Yedeklenmesinin Yapilmasi ve
ii.  Ek-1 Sorumlu Listesi giincellenmistir.
05 20.10.2023 i.  Sorumlu listesi revizyonu
ii.  Miidahale ekibi revizyonu
06 06.05.2024 Miidahale ekibi revizyonu
07 28.04.2025 i.  Sorumlu listesi revizyonu
ii. Miidahale ekibi revizyonu
08 20.11.2025 iii. Kurtarma siiregleri detaylandirildi
09 17.02.2025 i. Is siirekliligi merkezi ifadesinin degistirilmesi
ii. Miidahale Ekibinin giincellenmesi
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